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Municipal Bulletin part 3, 2000/53

Screening and Audit Bureau Privacy Regulation                                                 

Adoption of Screening and Audit Bureau Registration Privacy Regulation, General Administration Service, General Administration

The Burgomaster of Amsterdam publicly announces that by his decree of 20 April 2000 he has decided to adopt the: 

Screening and Audit Bureau Registration Privacy Regulation

Article 1   Definitions 

In this Privacy Regulation the following terms have the following meanings:

a.  holder: the Burgomaster of Amsterdam;

b.  administrator: the manager charged by the holder with the day-to-day responsibility for the register;

c.  Screening and Audit Bureau: an office established by the Municipal Council of Amsterdam to ensure by screening, monitoring and the making of recommendations, that the Municipality does not enter into dealings with organisations or persons who engage in criminal activities;

d.  manager: the manager of the Screening and Audit Bureau of the Municipality of Amsterdam;

e.  employee: any person appointed as an employee of the Screening and Audit Bureau;

f.  data supplier: a person, municipal service or business or another organisation which has supplied data, either at the request of the manager of the Screening and Audit Bureau or otherwise, for entry in the register;

g.  register: a body of data for the benefit of the work of the Screening and Audit Bureau in physical and electronic form;

h.  data subject: a person whose data have been entered in the register;

i.  third party: any person other than the data subject who does not belong to the organisation of the administrator of the register;

j.  supervision: actual supervision of the disclosure of data to third parties by the administrator of the register and supervision of the management of the data by the holder, as performed by the Data Protection Committee (Registratiecommissie) of  the Municipality of Amsterdam or the Data Protection Board (Registratiekamer);

k.  Act: the Data Protection Act (Wet persoonsregistraties) of 28 December 1988, Bulletin of Acts and Decrees 1988, No. 665, containing rules to protect the privacy of individuals in connection with the registration of personal data;

l.  Ordinance: the Data Protection Ordinance (Verordening persoonsregistraties) adopted by council decision of 3 October 1990, no. 767 (Municipal Bulletin 1990, part 3, no. 129);

m.  Data Protection Committee: the committee established pursuant to Article 21, paragraph 1, of the Ordinance;

n.  Data Protection Board: the body coming under the Ministry of Justice and having independent powers in relation to, among other things, the monitoring and checking of observance of  the rules on data management; 

o.  questionnaire: a form of the Municipality of Amsterdam to be completed by a company that wishes to be eligible to tender for a municipal contract; completion of the form may also be requested during the performance of an awarded contract; 

p1.
 company: an enterprise which is eligible or wishes to be eligible to tender for a municipal contract or for a


 subcontract;  

p2.
 companies: enterprises other than those referred to at 1; 

q.
 recommendation: a recommendation addressed to the Burgomaster of Amsterdam concerning the results of a screening carried out by the Screening and Audit Bureau or a recommendation addressed to the contracting authority during the performance of the contract as a result of screening or monitoring activities and made by the manager of the Screening and Audit Bureau.

Article 2      Purpose of the register

The purpose of the register is to gather, store and use data for: 

· screening a company on behalf of the Burgomaster or the contracting authority;

· making a recommendation to the Burgomaster or the contracting authority;

· the monitoring activities of the Screening and Audit Bureau.

Article 3       Categories of persons in the register

The register contains data concerning:

a. the data supplier, with accompanying data;

b. persons from the company or from the group of which the company forms part, such as executive directors, supervisory directors and officials who manage or are in direct control of the work de facto (key personnel).

Article 4        Types of data 

1.
The register shall contain not more than the following data about the data supplier referred to in Article 3 (a): 

a. the name of the person, organisation or service, the registered office or place of residence, telephone number, name of contact, date of supply, number of the file for which data have been supplied; 

b. the date and time when the screening or monitoring activities were carried out;

c. all data generated by the screening or monitoring activities. 

2.
The register shall contain not more than the following data about the persons referred to in Article 3 (b): 

a.
all data of the relevant company, such as:  

-
the name and trade name of the company, the number of the company at the Chamber of Commerce or in a foreign register, the registration number of the company;

-
the name, job, address, telephone number, fax number and e-mail address of the company's contact; 

-
the legal form, registered office, telephone number, fax number and e-mail address of the company; 

· the name, address, place of residence, date of birth and place of birth of executive directors, supervisory directors and key personnel;   

· the date of incorporation, last alteration to the articles of association, authorised capital and the issued capital of the company; 

-
the companies and persons who have direct or indirect control over the company and the companies and persons over which the company has direct or indirect control; 

-
the place of the tax inspectorate, the number of the industrial social insurance board, the number of the ‘G’ account [translator’s note: a blocked account for the payment of social security contributions], the number of the Tax and Customs Administration (wages tax, company income tax and additional assessments);

-
the name and the place of business and address of the accountant or tax consultant; 

-
the permit for the establishment of the business (or exemption from this), the number of employees, and the average amount of wages in the last three financial years;

-
an organisational chart of the group structure, names of associated companies, percentage of control, and the registered office, legal form and principal activity of these companies; 

· a list of the public works contracts carried out in the last five years, together with a brief description of these works, names and addresses, fax numbers, e-mail addresses of the customers, the contract sums, the invoiced amounts (excl. tax), the completion dates, the agreed period of execution (incl. any postponement allowed for completion);

· in the event of execution in joint-venture: the percentage of share in the joint-venture and the legal participation ratio, the quality standard mentioned in the specifications or agreed alterations to the standard for the execution of the work, statements about the proper execution of the main public works contracts performed in this 5-year period;  


-
a list of the ten main subcontractors with which the company has worked most frequently in the past five years, together with their name and trade name, registered office, telephone number, fax number, e-mail address, annual mutual turnover and the nature of the works carried out;


b.     the questions to and the answers of the relevant company and the persons concerned as referred to in Article 4, paragraph 2 (a), of this Privacy Regulation pursuant to Article 24 of Council Directive 93/37 EEC;  

c. the questions to and the answers of the relevant company and the persons concerned as referred to in Article 4, paragraph 2 (a), of this Privacy Regulation pursuant to Article 26 of Council Directive 93/37 EEC; 

d. the questions to and the answers of the relevant company and the persons concerned as referred to in Article 4, paragraph 2 (a), of this Privacy Regulation pursuant to Article 28 of Council Directive 93/37 EEC;  

e. other data supplied by the company or by persons concerned as referred to in Article 4, paragraph 2 (a), of this Privacy Regulation;

f. all data of data suppliers based on the data supplied by the company in accordance with article 4, paragraph 2 (b), (c), (d) and (e), of this Regulation and the data obtained from the screening and monitoring activities applied;

g. all data from the questionnaire completed by the company.  

Article 5      Manner of data acquisition

1. Data intended for the Screening and Audit Bureau are supplied to the manager.

2. Data to be supplied by the company to the manager are provided in response to the questionnaire and additional questions before the award of the contract or during the performance of the screening and monitoring activities.

3. Data to which the Data Protection (Police Files) Act (Wet politieregisters) applies are supplied to the manager pursuant to a ministerial order in accordance with Article 18, paragraph 5, of the Data Protection (Police Files) Act.   

4. Data to which the Criminal Records Act (Wet Justitiële Documentatie) applies are supplied to the manager pursuant to a ministerial order directed to the Procurators General in accordance with Article 13, paragraph 1, of the Criminal Records Act.  

5. Data to which the General State Taxes Act (Algemene Wet Rijksbelastingen) applies are supplied to the manager pursuant to a written dispensation in accordance with Article 67a of the General State Taxes Act of the Minister or, as the case may be, the State Secretary for Finance. 

6. Data included in the registers of the Central Collection Agency of the Justice Authorities are supplied to the manager pursuant to a decision of the Minister of Justice. 

7. Data as referred to in Article 5, paragraphs 3-6, are subject to any special conditions imposed by the data supplier.  

Article 6      Security

The administrator shall make the necessary organisational and technical arrangements to ensure the security of the register. 

Article 7      Administration

1. Changes in and additions to the register are made on instructions and under the responsibility of the manager by the employees competent for this purpose. 


2. A note shall be kept of any disclosure from the register, together with the name of the recipient organisation, person or service, the purpose of the disclosure, the actual supplier of the data, the instructions of the manager and the nature of the disclosure. These notes form part of the file. 

3. If data received from a data supplier do not correspond with data of the person concerned, who supports this data with evidence, reference will be made to the data supplier.  Each data supplier remains responsible for the content of the data supplied to the Screening and Audit Bureau.

4. Data from this register may not be disclosed in a manner other than provided for in this Privacy Regulation or on the basis of any statutory regulation.  If the interests of the municipality, the Screening and Audit Bureau, organisations involved in the screening and monitoring activities, or the data subject appear to have been disproportionately harmed by the disclosure of data from the register, the manager will make a request for criminal prosecution or disposal by a disciplinary procedure. 

5. Any person working at or for the Screening and Audit Bureau shall sign a non-disclosure undertaking before taking up his duties.

Article 8      Removal of data

1. Data shall be removed from the register no more than ten years after the completion of the work in respect of which the screening and monitoring activities were carried out.  During this period the data will be kept on file exclusively for the purpose of this work. 

2. The destruction of the data from the register shall be carried out in accordance with the rules laid down in or pursuant to the Records Act (Archiefwet) 1995 and with the prior authorisation of the municipal archivist. 

Article 9       Disclosure of and access to data 

1. The data from the register shall be used and disclosed exclusively for the performance of the duties of the Screening and Audit Bureau.  Disclosure of data from the register shall take place by or on the instructions of the administrator. 

2. Data from the register may form part of the recommendation to the Burgomaster.

3. Data from the register may be disclosed to the services of the Municipality of Amsterdam and other organisations, subject to the provisions of the Data Protection Act (Wet persoonsregistraties), the Data Protection (Police Files) Act (Wet Politieregisters), the Criminal Records Act (Wet op the Justitiële Documentatie), the General State Taxes Act (Algemene Wet Rijksbelastingen) and the special conditions of Article 5, paragraph 7.  Such disclosure shall take place exclusively to services and organisations charged with screening and monitoring activities in respect of the company and shall concern only such data as are necessary for the performance of such duties. 

4. The following persons and/or entities have access to the register:

1. employees of the Screening and Audit Bureau in so far as such employees are authorised for this purpose;

2. the Data Protection Committee and any person having written instructions issued by this committee, in pursuance of the provisions in the Ordnance.

3. the Data Protection Inspection Board.

Article 10 
Notification of registration and rights of the data subject 

1. The questionnaire includes a statement that data obtained by means of the questionnaire or in some other way under this Privacy Regulation may be included in a physical and an electronic database. 

2. Each data subject has the right to inspect personal data concerning him entered in the register.  A request to this effect must be addressed to the manager.  The manager shall decide on this request and shall give written notice to the applicant of his decision within two weeks of the data on which he receives the request.

3. Each data subject has the right to correct the personal data concerning him in the register. A request to this effect, which must be properly explained and accompanied by the necessary documentary evidence, must be addressed to the manager; a copy of the request and of the accompanying papers must be sent at the same time to the relevant data supplier. The manager shall decide on this request and give written notice to the applicant of his decision within eight weeks of the date on which he receives the request; a copy of his decision shall be sent at the same time to the data supplier.

4. Each data supplier is entitled to inspect the ‘register of disclosure to third parties’ in respect of data concerning him.  A request to this effect and a decision on it shall be made in accordance with the provisions of Article 10, paragraph 2. 

5. The request referred to in this article and copies intended for this request shall be sent to the manager at the following postal address: Screening and Audit Bureau, P.O. Box 202, 1000 AE Amsterdam.

6.  If a request as referred to in Article 10 is refused, the data subject may - in accordance with Article 34 of the Act - apply to the District Court (Arrondissementsrechtbank) for an order to be issued that the request after all shall be complied with, or to the Data Protection Board for mediation.

Article 11        Final provisions

a.
This regulation shall take effect on the day of publication in part three of the Municipal Bulletin.

b.
This regulation shall be deposited for inspection by any person at the Screening and Audit Bureau and with the secretary of the Data Protection Board of the Municipality of Amsterdam.

c.
This regulation has been sent to the Data Protection Board.

d.
This regulation may be cited as the Screening and Audit Bureau Privacy Regulation.

                                                                      the Burgomaster 
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